
Data Privacy GAP Analysis
Map out the extent to which your organization 

complies with privacy laws and regulations.

Operational Risk Management
Assess, mitigate and review operational risk of your 
personal data processing practices.

Data Mapping
Maintain the inventory of processing of personal data. 
Establish whose data you're collecting, why it's collected, 
the lawful bases, what data is collected and to whom it is 
disclosed.

Governance
Publish a Record of Processing. Build integrated privacy 
notices. Establish a library of policies, procedures, and training 
& awareness material.

Data Subject Access
Manage the life-cycle of data subject access 
requests, with online request submission.

Breach Management
Establish and implement the policies and 
procedures concerning the organization's ability to 
recognize and properly respond to incidents.

Assess and mitigate risk identified in processing that is 
likely to present high risk to individuals. 

Data Protection/Privacy 
Impact Assessments

Artificial Intelligence Impact Assessments
Anticipate and manage an AI system's benefits, risks, and limitations 

throughout its entire life cycle.

Transfer Impact Assessments
Determine whether personal data will be adequately 

protected and if supplementary measures are required.

Processors / Service Providers
Document and manage personal data outsourced to 

Processors / Service Providers and record signed 
contracts.

Audit & Reporting
Consolidated dashboard

Real-time auditing
Risk report

Consent Management
Request, receive, store and 

manage users’ consent.

Implement & Maintain your
Data Privacy Program with


